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Abstract: a new solution to address the support for Ambient IoT services by selecting and configuring intermediate nodes.
1. Introduction/Discussion
A new solution is proposed to enable selection of intermediate nodes to address the key issue of ambient IoT services including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices in topology 2.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13 v0.1.0.
[bookmark: _Toc519004414]FIRST CHANGE 
[bookmark: _Toc513028450]6.X	Solution #X: Selection of intermediate nodes for information transfer for AIoT services
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc513028451]6.X.1	Description 
This solution addresses the key issue 3 on Support of Ambient IoT services, enabling the selection of intermediate nodes for information transfer for AIoT services in topology 2. 
In topology 2, it is necessary to determine which UE should be selected as the intermediate node, as well as how it should be done, in order to communicate with the target AIoT devices.
This solution proposes to introduce support in the 5GS to select the intermediate node i.e. UEs to perform AIoT information transfer.
In particular, 
· Enable the AIOTF to validate or perform the selection of an intermediate node(s) within the 5GC.
· Enable the AIOTF (a new NF) to collect network information for potential UEs (intermediate nodes), such as analytics from NWDAF, subscription information from UDM and mobility information from AMF when validating or selecting the UEs.
6.X.2	Procedures
This clause provides end-to-end information flow to support the selection of the UEs as intermediate nodes for AIoT data transfer.


Figure 6.x.3.1-1: Information flow for selection of intermediate node
1. An AF requests AIoT services for data transfer by providing target AIoT device IDs, the external IDs (e.g., GPSIs) of the preferred intermediate nodes (UEs) or geographical candidate locations of the target AIoT devices. The AF may also provide the alternative UE indication to indicate whether the 5GS can select UEs that are not part of the list of the preferred UEs shared by the AF. 
2. Upon receiving the AF request, the NEF authorizes the AF request based on SLA.
3. The NEF translates the external IDs of the intermediate nodes, if provided, to the SUPIs via UDM. Based on either the SUPIs of the intermediate nodes or the candidate locations of the target AIoT devices provided by the AF, the NEF identifies the serving AMF from the UDM.
4. The NEF requests for AIoT data to AIOTF (a new NF) by providing target AIoT device IDs, SUPIs of the preferred intermediate nodes or the candidate locations of the target AIoT devices, AMF information received from UDM and the indication to select alternate set of intermediate nodes, if available.
5. If a list of preferred intermediate node IDs is provided, the AIOTF fetches various information about the UEs indicated as the preferred intermediate nodes from AMF, UDM and/or NWDAF as further elaborated in steps 5 a-c.
a. The AIOTF can retrieve the UE related information from AMF on information such as location, connection status and reachability of the preferred UEs. If precise location information is needed, then GMCL based procedure can be used instead.
b. The AIOTF can retrieve the UE related information of the preferred UEs from UDM on UE registration, authentication, and authorization status to act as an intermediate node for the requesting AF. The information from UDM can also include the expected UE behaviour that can be used to check the battery indication, stationary indication among others.
c. The AIOTF can retrieve the UE related analytics information of the preferred UEs from NWDAF about information such as the load analytics, anomaly analytics, and coverage analytics for the preferred UEs.
If candidate location information is provided or if steps 5 a-c fail to validate the intermediate nodes from the list, and the indication for alternate UEs is set to True, steps 5 d-f are performed.
d. The AIOTF can retrieve the UE related information from AMF to check which UEs are in the given candidate location and if they are connected and reachable.
e. The AIOTF can retrieve the UE related information of the UEs found in step 5d from UDM on UE registration, authentication, and authorization status to act as an intermediate node for the requesting AF. The information from UDM can also include the expected UE behaviour that can be used to check the battery indication, stationary indication among others.
f. The AIOTF can retrieve the UE related analytics information of the UEs found in step 5d from NWDAF about information such as the load analytics, anomaly analytics, and coverage analytics for the found UEs.
6. In case that a list of preferred intermediate nodes is provided, the AIOTF, based on the information collected in step 5 a-c, validates whether the preferred UE IDs provided in the AF request can be used as the intermediate nodes. If the AIOTF decides that the preferred intermediate nodes are not operational based on the information collected in step 5 a-c (e.g. if the requested UEs are unreachable and/or unauthorized), the AIOTF performs step 5 d-f if the AF has provided the alternative UE indication. In this case, the AIOTF utilises the location information of the preferred UEs obtained in step 5a as the candidate location to search the alternative UEs .
In case that candidate location information is provided, the AIOTF, based on the information collected in step 5 d-f, selects a list of candidate UEs that can be used as the intermediate nodes. 
7. If no UEs can be identified by the AIOTF either from the list provided by the AF or outside of that list, it responds to the AF including the failure cause and the following steps are skipped.
8. The AIOTF provides the selected SUPIs of the intermediate nodes to the serving AMF when requesting AIoT related services (e.g., read data from AIoT devices).
9. The serving AMF converts the received SUPIs into the NGAP IDs and provides them to the gNB to request AIoT related services. 
10. The gNB performs additional validation to assess if the received NGAP IDs of the UEs are optimal for serving the AIoT devices as an intermediate node, considering the local radio conditions such as received signal strength, signal to noise ratio etc. Subsequently, the gNB makes the final selection on the UEs. In cases where multiple lists of UEs as alternatives are provided, the gNB selects the best intermediate node based on the radio conditions. It is also possible that the gNB does not select any of the requested UEs if local radio conditions are not conducive. 
11. The gNB reports the result to the AMF. The result includes either the NGAP IDs of the intermediate nodes selected by the gNB or none if nothing is selected. 
12. The AMF converts the NGAP IDs, if available, into the SUPIs and forwards the result to the AIOTF.
13. The AIOTF stores either locally or in UDR the information about the last selected intermediate node for future use.
14. Additional procedures, which are not in scope of this solution, will be performed to support AIoT related services (e.g., retrieve the data from the target AIoT devices) using the selected intermediate node.
6.X.3	Impacts on services, entities and interfaces
Editor's Note: It is FFS the impacts on services, entities and interfaces.
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